
PRIVACY POLICY 
 
Please read this privacy policy carefully while accessing or using the website/mobile            
application of our Company. You agree to be bound by the terms described herein.              
Using the website/mobile application will be considered as a deemed acceptance of            
this policy. 
 
If you do not agree to this policy or any part thereof, please do not use/access the                 
website/mobile application or any part thereof. 
 
Introduction:  
 
Resolve Security Systems, Inc., a company duly incorporated in the Province of            
British Columbia, Canada ("Company" or "Resolve" or "We" or "Us" or "Our")            
respects your privacy and is committed to protecting it through our compliance with             
this privacy policy. 
 
The Company is inter-alia engaged in the business of designing and developing            
comprehensive range of security and surveillance equipments including but not          
limited to network cameras, analog cameras, network video recorders (NVRs) and           
digital video recorders (DVRs) (collectively, "Products and Services"). This privacy          
policy (“Privacy Policy”) inter-alia applies to the use of the domain name/website            
www.resolvesecuritysystems.com, Company’s mobile application and Products and       
Services (collectively, the “Platform”).  
 
The Products and Services would be made available to such persons who have             
agreed to become user on the Platform/user of the Products and Services (referred             
to as “You” or “Your” or “Yourself” or “User”, which term shall also include persons               
who are accessing the Platform merely as visitors) after obtaining due           
registration/accepting necessary terms and conditions, in accordance with the         
procedure as determined by Us, from time to time.  
 
Reasonable Security Practices: 
  
We have implemented reasonable security practices and procedures that are          
commensurate with the information assets being protected and with the nature of our             
business. While we try our best to provide security that is commensurate with the              
industry standards, however because of the inherent vulnerabilities of the internet,           
we cannot ensure or warrant complete security of all information that is being             
transmitted to Us by You. 
 
In relation to the Platform and for other purposes identified in this Privacy Policy, We               
will be required to collect and host certain data and information of the Users. We are                
committed to protecting the Personal Information (as defined below) of the Users            
and take all reasonable precautions for maintaining confidentiality of the User’s           
Personal Information.  
 
  

http://www.resolvesecuritysystems.com/


Purpose:  
 
This Privacy Policy has been designed and developed to help You to understand the              
following: 

 
a) The type of Personal Information (including Sensitive Personal Data or          

Information) that we collect from the Users; 
b) The purpose of collection, means and modes of usage of such Personal            

Information by the Company; 
c) How and to whom the Company will disclose such information; 
d) How the Company will protect the Personal Information including Sensitive          

Personal Data or Information that is collected from the Users; and 
e) How Users may access and/or modify their Personal Information. 
 
Personal Information/Sensitive Personal Data: 
 
“Personal Information” means any information that relates to a natural person,           
which, either directly or indirectly, in combination with other information available with            
the Company, is capable of identifying the person concerned. 
 
“Sensitive Personal Data or Information” means Personal Information of any          
individual relating to password; financial information such as bank account or credit            
card or debit card or other payment instrument details; physical, physiological and            
mental health condition; sexual orientation; medical records and history; biometric          
information; any detail relating to the above as provided to or received by the              
Company for processing or storage. However, any data/information relating to an           
individual that is freely available or accessible in public domain or furnished under             
the applicable law shall not qualify as Sensitive Personal Data or Information. 
 
Types of Personal Information collected by the Company: 
 
User Information: 
 
A User may have limited access to the Platform and utilize some of the Products and                
Services provided by the Company without creating an account on the Platform.            
Unregistered Users can access some of the information and details available on the             
Platform. In order to have access to all the features and benefits on our Platform, a                
User may be required to first create an account on our Platform/register with the              
Company. As part of the registration process, we may collect the following            
categories of Personal Information from the Users (hereinafter collectively referred to           
as “User Information”): 

 
● Name; 
● User ID; 
● Email address; 
● Address (including country and ZIP/postal code); 
● Gender; 
● Age; 



● Phone Number; 
● Password chosen by the User; 
● Financial account information; and 
● Other details as the User may volunteer. 
 
In order to use the Product and Services, the Users may be required to upload/share               
certain documents, on the Platform and/or e-mail the same to the Company in             
accordance with the Platform’s terms of use (“Terms of Use”) and such documents             
will be stored/disclosed by the Company only in the manner specified in this Privacy              
Policy and the Terms of Use. The term “User Information” shall also include any              
such documents uploaded or otherwise provided by Users. We may also keep            
records of telephone calls received and made for making inquiries, orders, or other             
purposes for the purpose of administration of Services. 
 
Technical Information: 
 
a) We collect information related to the setup and usage of Products, such as             

device name, model, UID, and adjustments you make to the Product setup. 
b) Technical information about the device such as firmware and software version,          

WiFi signal strength and environmental data from sensors like ambient light in            
the room. 

c) Products enable you to determine the purpose and the means for which you             
collect video and audio signals data. When you enable the recording or            
streaming features of your camera, we may record and process video and/or            
audio recordings from the device, subject to your instruction, configuration and           
settings. This may include capturing and emailing to you portions of this data as              
part of a notification or analyzing the data to identify motion or other events. If               
you subscribe to Company’s mobile application, we will capture, process and           
retain video and audio data from your device for the duration of your recording              
subscription period (for example, 7, 30 or 60 days) and you will be able to access                
those recordings using the services during that time. 

d) If Company offers any product or account connections or integrations with           
third-party products, applications, functionality, or services (collectively,       
"Third-Party Products and Services"), and you choose to enable or connect to            
such Third-Party Products and Services through the means authorized and          
directed by Company and/or such third-party partners, you acknowledge and          
agree that we may share certain information about your Products with such third             
parties for account authentication and management, and to enable the          
activation, connection and integration with and to such Third-Party Products and           
Services on such third parties’ platforms.  

e) In some cases, Company or the Third-Party partner will instead (or also) ask for              
permission to control the Company’s products and services and/or third-party          
products and services that you have activated and connected to. Your consent is             
required to allow any of these exchanges or requests for control and you will be               
able to revoke or disable it at any time. 

f) Any data that you choose to share with a third party, either directly or by or on                 
behalf of Company through the authorizations, integrations and connections, is          
governed by that third party’s privacy policy while in that party’s possession. 



g) Any data that Company receives from third parties will be processed and stored             
by Company and will be treated in accordance with this Privacy Policy. This             
information may be processed in the same ways as any other data. 

h) Finally, privacy and video surveillance laws in your jurisdiction may apply to your             
use of our Products and Services. You are solely responsible for ensuring that             
you comply with applicable law when you use our Products and Services.  
 

Video and Audio Data: 
 
Our Products and Services allow you to stream, view, or record video (and in some               
cases audio) data. This data includes video (and in some cases audio) recordings,             
live video (and in some cases audio) streams, images, comments, and data our             
products collect from their surrounding environment to function effectively (such as           
motion, events, temperature, window/door sensors, passive infrared sensors, water         
sensors, CO2 sensors, and ambient light) (collectively, "Surveillance Data"). Your          
Surveillance Data is generally encrypted and inaccessible to us. Neither We nor our             
service providers will access your Surveillance Data, except: (a) with your consent            
for the limited purpose of providing support services to you in connection with the              
Products and Services, or for such other purposes as you may authorize or             
designate, or (b) to the extent legally compelled, including, without limitation, as            
required by subpoena, judicial order, civil investigative demand, or other similar legal            
process. 
 
Internet Use: 
 
We may also receive and/or hold information about the User’s browsing history            
including the URL of the site that the User visited prior to visiting the website as well                 
as the Internet Protocol (IP) address of each User's computer (or the proxy server a               
User used to access the World Wide Web), User's computer operating system and             
type of web browser the User is using as well as the name of User's ISP. The                 
Platform uses temporary cookies to store certain data (that is not Sensitive Personal             
Data or Information) that is used by Us for the technical administration of the              
Platform, research and development, and for User administration. In addition,  

 
● We do not knowingly collect Personal Information from children; and 
● We may in future include other optional requests for information from the User             

including through user surveys in order to help Us customize the Platform to             
deliver personalized information to the User and for other purposes are           
mentioned herein. Such information may also be collected in the course of            
contests conducted by Us. Any such additional Personal Information will also be            
processed in accordance with this Privacy Policy. 

 
Purposes for which the Company may use the Information: 
 
We will retain User Information only to the extent it is necessary to provide products/               
services to the Users. The information, which we collect from You, may be utilized              
for various business and/or regulatory purposes including for the following purposes: 

 



a) Registration of the User on the Platform; 
b) Processing the User’s orders/requests and provision of Products and         

Services; 
c) Completing transactions with Users effectively and billing for the         

Products/Services provided; 
d) For security purposes, to protect the interest of our Company, our customers            

and other stakeholders. 
e) Technical administration and customization of Platform; 
f) Ensuring that the Platform content is presented to the Users in an effective             

manner; 
g) Improvement of Products and Services, features and functionality of the          

Platform; 
h) Research and development and for User administration (including conducting         

user surveys); 
i) Non-personally identifiable information, exclusively owned by the Company        

may be used in an aggregated or non-personally identifiable form for internal            
research, statistical analysis and business intelligence purposes including        
those for the purposes of determining the number of visitors and transactional            
details, and we may sell or otherwise transfer such research, statistical or            
intelligence data in an aggregated or non-personally identifiable form to third           
parties and affiliates; 

j) Dealing with requests, enquiries, complaints or disputes and other customer          
care related activities including those arising out of the Users’ request of the             
Services and all other general administrative and business purposes; 

k) Verification of identity of Users and perform checks to prevent frauds; and 
l) Investigating, enforcing, resolving disputes and applying our Terms of Use          

and Privacy Policy, either ourselves or through third party service providers. 
m) Use information as otherwise permitted by law. 
 
Disclosure and Transfer of User’s Personal Information: 
 
We may need to disclose/transfer User’s Personal Information to the following third            
parties for the purposes mentioned in this Privacy Policy and the Terms of Use: 
 
To Government institutions/authorities to the extent required: 
  
a) Under the laws, rules, and regulations and/or under orders of any relevant            

judicial or quasi-judicial authority; 
b) To protect and defend the rights or property of the Company; 
c) To fight fraud and credit risk; 
d) To enforce the Company's Terms of Use (to which this Privacy Policy is also a               

part); or 
e) When the Company, in its sole discretion, deems it necessary in order to             

protect its rights or the rights of others. 
 
The Company may also make all User Information accessible to its employees and             
data processors only on a need-to-know basis. All the employees and data            



processors, who have access to, and are associated with the processing of User             
Information, are obliged to respect its confidentiality. 
 
The Company may also share its aggregate findings (not specific information) based            
on information relating to the User’s internet use to prospective, investors, strategic            
partners, sponsors and others in order to help growth of Company's business. 
 
We may also disclose or transfer the User Information, to another third party as part               
of reorganization or a sale of the assets or business of Company. Any third party to                
which the Company transfers or sells its assets will have the right to continue to use                
the Personal Information and/or other information that a User provides to Us. 
 
Links to Third-Party:  
 
The links to third-party advertisements, third party websites or any third party            
electronic communication services (referred to as “Third Party Links”) may be           
provided on the Platform which are operated by third parties and are not controlled              
by, or affiliated to, or associated with the Company, unless expressly specified on             
the Platform. 
 
If You access any such Third Party Links, we request You to review the concerned               
website’s privacy policy. We are not responsible for the policies or practices of Third              
Party Links.  
 
Security Practices and Procedures: 
 
The Company adopts reasonable security practices and procedures to include,          
technical, operational, managerial and physical security control measures in order to           
protect the Personal Information in its possession from loss, misuse and           
unauthorized access, disclosure, alteration and destruction. 
 
The Company takes adequate steps to ensure that third parties to whom the Users’              
Sensitive Personal Data or Information may be transferred adopt reasonable level of            
security practices and procedures to ensure security of Personal Information. 
 
You hereby acknowledge that the Company is not responsible for any intercepted            
information sent via the internet, and You hereby release Us from any and all claims               
arising out of or related to the use of intercepted information in any unauthorized              
manner. 
 
User's rights in relation to their personal information collected by the           
Company: 
 
All the information provided to the Company by a User, including Sensitive Personal             
Data or Information, is voluntary. User has the right to withdraw his/her/its consent at              
any time, in accordance with the terms of this Privacy Policy and the Terms of Use,                
but please note that withdrawal of consent will not be retrospective. 
 



Users can access, modify, correct and delete the Personal Information provided by            
them which has been voluntarily given by the User and collected by the Company in               
accordance with this Privacy Policy and Terms of Use. However, if the User updates              
his/her information, the Company may keep a copy of the information which User             
originally provided to the Company in its archives for User documented herein. In             
case the User seeks to update or correct, his/her Personal Information, the User may              
exercise these rights by emailing the Company       
at support@resolvesecuritysystems.com and communicate the change(s) for      
updating the Company records. 
 
In case the User does not provide his/her information or consent for usage of              
Personal Information or subsequently withdraws his/her consent for usage of the           
Personal Information so collected, the Company reserves the right to discontinue the            
services for which the said information was sought.  
 
Changes and Updates: 
 
Please revisit this page/Privacy Policy periodically to stay aware of any changes to             
this Privacy Policy, which we may update from time to time. Your continued use of               
Platform/Products and Services after the revised Privacy Policy has become          
effective indicates that you have read, understood and agreed to the current version             
of this Policy. 
 
Complaints and Grievance Redressal: 
 
Any complaints, abuse or concerns with regards to content and or comment or             
breach of these terms/Privacy Policy shall be immediately informed to the           
designated Grievance Officer as mentioned below in writing or through email: 
 
Mr. Shiven Vinod Khera 
Resolve Security Systems Inc., 
1593 Ellis Street, Kelowna BC,  
V1Y 2A7, Canada 
Email id: svkhera@resolvesecuritysystems.com 
 
 

mailto:support@resolvesecuritysystems.com

